
2625-NORTH COUNTY CHARTER SCHOOL 

THREAT MANAGEMENT POLICY 

 

Effective Date: 

North County Charter School (the “School”) shall establish a threat management team in accordance with 

Section 1006.07(7), Florida Statutes.  The primary purpose of a threat management team is to minimize the 

risk of violence at the school. The threat management team is responsible for the coordination of resources 

and assessment and intervention of individuals whose behavior may pose a threat to the safety of school 

staff or students. 

 

A. Definitions.  

• “CSTAG” means the Comprehensive School Threat Assessment Guidelines behavioral threat 

assessment instrument, Form CSTAG-2022, which must be used for threat assessments in the 

School through December 31, 2023. The CSTAG categorizes threats as (1) transient, meaning a 

threat without a sustained intent to harm that can be easily resolved by apology, retraction, or 

explanation; or (2) substantive, meaning a threat where the intent to harm is either present or 

unclear, and requires protective action. 

• “Florida Harm Prevention and Threat Management Model” or “Florida Model” means the 

Florida-specific behavioral threat management process required by Section 1001.212(12), F.S. 

The Florida Model consists of the Florida Threat Management Manual and the Florida Harm 

Prevention and Threat Management Instrument (“Instrument”). Under the Florida Model, threats 

and reports of concerning behavior or concerning communications are categorized as having a 

low, medium, or high level of concern. 

• “School-based mental health services provider” means a school psychologist certified under Rule 

6A-4.0311, F.A.C., a school social worker certified under Rule 6A-4.035, F.A.C., a school 

counselor certified under Rule 6A-4.0181, F.A.C., or a mental health professional licensed under 

Chapter 490 or 491, F.S., who is employed or contracted by a district or school to provide mental 

health services in schools. 

• “Student Support Management Plan” or “SSMP” means an ongoing intervention and monitoring 

plan implemented by the threat management team. The SSMP may impose requirements on a 

student of concern for a defined period of time based on the level of concern. The SSMP is 

reviewed each month by the threat management team. 

• “Reasonable effort to notify” means the exercise of reasonable diligence and care to make contact 

with the student’s parent or guardian, typically through the contact information shared by the 

parent or guardian with the school or school district. 

• “Threat Assessment” means the protocols used to assess concerning behavior and threats. Threat 

assessment protocols are a series of documents, also referred to as a “threat assessment 

instrument,” comprised of an intake and disposition form; student of concern questionnaire; 

parent/guardian questionnaire; witness/target of violence questionnaire; teacher survey; and 

mental health assessments used to help evaluate whether behaviors or communications indicate 

that a student poses a risk of harm and what services are appropriate to mitigate that risk. The 

threat assessment process results in comprehensive information gathering from multidisciplinary 

sources, including law enforcement, mental health, and school records. 

• “Threat Management” means the systematic, fact-based method designed to identify, using threat 

assessment protocols, whether behaviors or communications constitute a concern for violence or 

harm to another person. Upon a determination that a risk of violence exists, the threat 

management process then results in determining the level of concern and appropriate 



management of the person posing the concern to mitigate the risk of harm and remove them from 

the pathway to violence. The SSMP is part of the threat management process. The threat 

management process is ongoing and ends only when the threat management team deems ending 

the process appropriate under the circumstances, or responsibility is transferred to another threat 

management team. 

 

B. Responsibilities of the Threat Assessments on or Before December 31, 2023 

 

Threat assessments initiated on or before December 31, 2023, must be done in accordance with CSTAG 

and the Model Behavioral Threat Assessment Policies and Best Practices for K-12 Schools, as follows: 

 

• Each school must have a threat management team that includes persons with expertise in 

counseling, instruction, school administration, and law enforcement, who meet the requirements of 

Rule 6A-1.0019, F.A.C. 

• Through December 31, 2023, threats will be assessed using the CSTAG instrument to assess the 

behavior of persons who may pose a threat to school staff or students and to coordinate intervention 

and services for such persons. All reported threats, even those determined not to be a threat, must 

be documented, including the evaluation process and any resultant action. 

• The threat management team can meet as often as necessary but must meet monthly to fulfill its 

duties of assessing and intervening with persons whose behavior may pose a threat to school staff 

or students. Each meeting must have a record of those in attendance, the case(s) discussed, action(s) 

taken, and the meeting date and time.  

• The threat management team must refer individuals for crisis intervention or mental health services 

as necessary pursuant to Section 112.584(4), F.S., and refer for self-harm as necessary pursuant to 

Section 394.463, F.S. 

• The threat management team must report quantitative data about the threat assessments team’s 

activities to the Office of Safe Schools, as required by law. 

 

C. Responsibilities of the Threat Assessments on or After January 1, 2024 

 

Beginning January 1, 2024, threat management and assessment of concerning behaviors or communications 

must be conducted in accordance with the Florida Model, as follows: 

 

• The school must have a threat management team comprised of four members, at a minimum, 

including persons with expertise in counseling, instruction, school administration, and law 

enforcement. The Principal is responsible for appointing team members. The threat management 

team must also include a member with personal knowledge of the student of concern who is the 

subject of threat management. Team members must meet the following requirements: 

o The counseling team member must be a school-based mental health services provider that 

is able to access student mental health records. 

o The instructional team member must meet the definition of instructional personnel under 

Section 1012.01(2)(a)-(d), F.S., or must hold a current Florida Educator Certificate under 

Section 1012.56, F.S. 

o The School administrator team member must meet the definition of administrative 

personnel found in Section 1012.01(3), F.S. This should not be the Principal unless they 

are the only administrator at the School. 



o The law enforcement team member must be a sworn law enforcement officer who meets 

the requirements of Rule 6A-1.0019, F.A.C. 

o If none of the team members are familiar with the student of concern, the Chair of the threat 

management team must assign an instructional staff member who is familiar with the 

student to consult with and provide background information to the threat management 

team.  

o The Principal must appoint a Chair and Vice Chair of the threat management team. The 

Chair serves as the point person for threat management at the school-level and is 

responsible for triaging reported threats or concerning behavior and communications to 

determine whether the matter should be summarily closed or whether it should be reviewed 

by the full threat management team. The Vice Chair will serve as Chair when the Chair is 

unavailable. 

 

• The threat management team must follow the following procedures in accordance with state law 

and administrative rule: 

o The threat management team must use the Florida Model to assess the behavior of students 

who may pose a threat of harm to themselves or others and to coordinate intervention and 

services for such students. All reported threats or concerning behaviors and 

communications, even those determined to be unfounded, must be documented by the 

threat management team along with any resultant action, using the Florida Model 

Instrument. 

o The threat management team can meet as often as necessary but must meet at least 

monthly to fulfill its duties of assessing and intervening with persons whose behavior 

may pose a threat to school staff or students. Each meeting must have a record of those in 

attendance, the case(s) discussed, action(s) taken, and the meeting date and time. 

o The threat management team must refer individuals for crisis intervention or mental 

health services as necessary pursuant to Section 112.584(4), F.S., and refer for self-harm 

as necessary pursuant to Section 394.463, F.S. 

o The threat management team must report quantitative data about the threat assessments 

team’s activities to the Office of Safe Schools, as required by law. 

 

D. Training Requirements 

 

By December 31, 2023, all members of the threat management team must be trained on the Florida Model 

through training provided by or approved by the Office of Safe Schools. By December 31, 2023, School 

principals, the Threat Management Chair, and the Vice Chair must complete additional training specific to 

their respective roles. Beginning with the 2024-2025 school year, team members who have not previously 

completed training must complete Florida Model training before the start of the school year. Those 

appointed to threat management teams after the start of the school year must complete Florida Model 

training within sixty days of appointment. Beginning with the 2024-25 school year, team members who 

have been fully trained in a previous school year must complete an annual refresher training provided by 

the Office of Safe Schools within the first sixty days of school. 

 

 

 

 



E. Notification 

 

The School must notify in the following circumstances:  

 

• If the threat management team Chair determines the report of a concerning behavior or threat 

carries a Low level of concern and summarily closes the case, the Chair must use reasonable 

efforts to notify the parent or guardian of the student of concern. 

• If the Chair does not summarily close the case and refers it to the threat management team, 

reasonable efforts must be made to notify the student of concern’s parent or guardian on the 

same day the threat management team assigns the preliminary level of concern. 

• If the preliminary level of concern is High, the threat management team Chair must notify the 

superintendent or designee to ensure that the notice requirements of Section 1006.07(7)(e), 

F.S., are met. 

• Parents or guardians must also be notified if the threat management process reveals information 

about their student’s mental, emotional, or physical health or well-being, or results in a change 

in related services or monitoring, including but not limited to implementation of an SSMP. 

• Once an SSMP is finalized and any time it is substantively revised, the threat management team 

Chair must provide a copy of the SSMP to the student of concern’s parent or guardian. The 

targeted student's parent or guardian should also be informed that an SSMP has been 

implemented. 

• Where a report of concern includes an identified student target, the Chair must make a 

reasonable effort to notify the parent or guardian of the targeted student before the end of the 

school day that the report was received, unless the Chair has determined the concern is 

unfounded. As provided for in the Florida Harm Prevention and Threat Management Manual, 

the unfounded summary disposition should only be used when it is clear and articulable that 

there is no basis for concern. If there is any doubt, the case should be forwarded to the threat 

management team for further evaluation and parent notification should occur.  

• Nothing herein prevents the school from notifying parents or guardians if they believe it is in 

the best interest of the student. 

 

The threat management team Chair must document all attempts to make contact with the parent or 

guardian. Timelines for required notice may be modified where the threat management team reasonably 

believes and documents that such disclosure would result in abuse, abandonment, or neglect, as defined 

in Section 39.01, F.S. 

 

F. Reporting & Sharing Information 

 

• Threat assessments and records related to threat management are considered education records as 

defined by the Family Educational Rights and Privacy Act (FERPA) and Sections 1002.22 and 

1002.221, Florida Statutes. Policies relating to access, maintenance, and retention of these records 

must be consistent with Rule 6A-1.0955, F.A.C., Education Records. 

 

• Upon a preliminary determination by the threat management team that a student poses a threat of 

violence to himself or herself or others or exhibits significantly disruptive behavior or need for 

assistance, authorized members of the threat management team may obtain criminal history record 

information about the student. A member of a threat management team may not disclose any 

criminal history record information obtained pursuant to this section or otherwise use any record 



of an individual beyond the purpose for which such disclosure was made to the threat management 

team. 

 

• All school personnel will report to the Principal about any individual who is suspected of posing a 

threat to school safety.  If the threat is imminent, the Principal may take any necessary action to 

avert a crisis situation but will report the incident to the threat management team as soon as feasible.  

Otherwise, the Principal will convene the threat management team to assess the threat. 

 

• Upon a preliminary determination that a student poses a threat of violence or physical harm to 

himself or herself or others, the threat management team shall immediately report its determination 

to the Principal, or his or her designee. The Principal, or his or her designee, shall immediately 

attempt to notify the student’s parent or legal guardian. Nothing in this subsection shall preclude 

school personnel from acting immediately to address an imminent threat. 

 

• The School will comply with all data reporting requirements as required by applicable law and 

administrative rules.  

 

Board Secretary Certificate 

 

I hereby certify that the foregoing policy was adopted by a majority vote of a quorum of the 

Governing Board of Directors at a duly noticed meeting held on October 9, 2023. 

 

 

 

       ________________________________ 

       Board Secretary 

 

       __Mrs. Maria Smith____________ 

       Printed Name 

 

__October 9, 2023________________ 

       Date 

 



 

 

 

 

2650-NCCS STUDENT USE OF INTERNET SAFETY POLICY 

 

The use of technology is a privilege and an important part of North County Charter School’s 

overall curriculum.  NCCS will, from time to time, make determinations on whether specific uses 

of technology are consistent with school policies for students and employees of the school, but 

does not warrant that the technology resources will meet any specific requirements of the student 

or other users, or that it will be error free or uninterrupted. NCCS always reserves the right to 

monitor and log technology use, to monitor file server space utilization by users, and examine 

specific network usage (as may be deemed necessary) for maintenance, safety or security of the 

technology resources or the safety of the user.  

  

It is the policy of NCCS to: 

 

a. Filter or block access to material that is not appropriate for students 

b. Protect the safety and security of students when using email, chat rooms, and other forms 

of direct electronic communication 

c. Prevent hacking or unauthorized access by students to data or information that they should 

not have access to and to prohibit other unlawful online activities by students 

d. Prevent access to websites, web or mobile applications, or software that do not protect 

against the disclosure, use, or dissemination of students’ personal information 

e. Prohibit students from accessing social media platforms, except when expressly directed 

by a teacher for an educational purpose 

f. Prohibit the use of TikTok, and any successor platforms, on all school-owned devices or 

any device (including privately owned) connected to school-provided internet 

g. Prohibit the use of TikTok, or any successor platforms, to be used to communicate or 

promote the School, a school-sponsored club, an extracurricular organization, or an athletic 

team 

h. Comply with the Children’s Internet Protection Act (CIPA) [Publ. L. No. 106-554 and 47 

USC 254(h)]. 

 

1. Access to Inappropriate Material 

 

Internet filters are used to block or filter internet access to prevent users from accessing 

inappropriate information.  The School will filter or block access to all information considered 

obscene, child pornography, or any material deemed harmful to minors, as defined by the 

Children’s Internet Protection Act.   

 

The technology protection measures may be disabled only for lawful purposes, including 

educational research. Only the NCCS’s Information Technology Team (“I.T. Team”) or 

designated parties will be permitted to disable protection technology.  

 

It shall be the responsibility of all members of the school’s staff to supervise and monitor usage 

of the online computer network and access to the internet and ensure that the same is in accordance 

with this policy.  



 

 

 

2. Safety and Security in Direct Electronic Communications 

 

Students are prohibited from disclosing any personal contact information without obtaining 

prior consent from a School teacher or other administrative member. Additionally, the use of email, 

chat rooms, and other direct electronic communication by students will be monitored by the 

School’s administration to protect the safety and security of students. 

 

3. Protection Against Unauthorized Access and Hacking 

 

NCCS, in conjunction with the I.T. Team, will provide technology protection measures to 

prevent hacking or any unauthorized access to any confidential data or information. Any student 

attempting to bypass security measures or hacking into the system will face severe disciplinary 

actions. 

 

4. Protection of Student Personal Information 

 

Access to websites, web or mobile applications, or software that does not protect against the 

disclosure, use, or dissemination of students' personal information, is strictly prohibited. Teachers 

and staff are required to vet and verify the safety standards of any third-party digital tool before 

introducing it to students. 

 

5. Restricted to Access to Social Media Platforms 

 

Students are strictly prohibited from accessing any social media platforms on school-owned 

devices or any privately owned device connected to the school-provided internet, unless explicitly 

directed by a teacher for educational purposes. When used for educational purposes, students must 

adhere strictly to guidelines set by the teacher and refrain from personal use or sharing of personal 

information. 

 

6. Prohibition of TikTok and Successor Platforms 

 

The use of TikTok, or any of its successor platforms, is strictly prohibited on all school-owned 

devices. or any device connected to school-provided internet, regardless of ownership. TikTok, or 

any successor platforms, must not be used to communicate or promote the school, a school-

sponsored club, a school extracurricular organization, or an athletic team affiliated with the school. 

 

Policy Adopted:  October 9, 2023 

 

 

 

 

 

 

 

 



 

 

FORM:  INTERNET SAFETY STUDENT AND PARENT CONTRACT 

 

As a student of North County Charter School (the “School”), I understand that my school network 

and email accounts are owned by the school and are not private.  The School has the right to access 

my information at any time. 

 

The following are the rules and regulations expected of students for usage of a school laptop 

whether at school or at home: 

 

GOVERNMENT LAWS:  

I will use computers in conformity with laws of the United States and the State of Florida. 

Violations include, but are not limited to, the following: 

1. Criminal Acts – These include, but are not limited to, “hacking” or attempting to access 

computer systems without authorization, harassing email, cyberstalking, and/or 

unauthorized tampering with computer systems.  

2. Libel Laws - Publicly defaming people through the published material on the internet, 

email, etc. 

3. Copyright Violations - Copying, selling or distributing copyrighted material without the 

express written permission of the author or publisher. 

COMPUTER ETIQUETTE and ACCEPTABLE USE:  

1. I will use the school's technology resources responsibly and productively for only school-

related purposes. 

2. I will not retrieve, save, or display hate-based, offensive or sexually explicit material using 

any of the School’s computer resources. I understand that I am to notify an adult 

immediately if by accident I encounter materials which violate appropriate use.  

3. I will not attempt to bypass security settings or Internet filters, or interfere with the 

operation of the network by installing illegal software, shareware, or freeware on the 

School’s computers.  

4. I understand that vandalism is prohibited. This includes, but is not limited to, modifying or 

destroying equipment, programs, files, or settings on any computer or other technology 

resource.  

5. I understand that passwords are private. I will not allow others to use my account name and 

password, or try to use that of others.  

6. I will not use profanity or any other inappropriate language as determined by school 

administrators in my email messages, online postings, and other digital communications 

with others.  

7. I will not use computers, cell phones, personal digital devices or the Internet to send or post 

hate or harassing mail, make discriminatory or derogatory remarks about others, or engage 

in bullying, harassment, or other antisocial behaviors either at school or at home.  

8. I will not use access any social media platform at school, except when expressly directed 

by a teacher for educational purposes 



 

 

9. I will not use the social media platform TikTok, and any successor platform, on all school 

owned devices or privately owned devices connected to school provided internet. 

Additionally, I will not use TikTok to communicate or promote the school, a school-

sponsored club, school extracurricular organization, or school athletic team. 

10. I understand that I represent the School in all my online activities.  I understand that what 

I do on any social media platform should not have any negative effects on my fellow 

students, teachers, or the School.  I understand that I will be held responsible for how I 

represent myself and my school on the Internet.  

11. I understand that masquerading, spoofing, or pretending to be someone else is forbidden. 

This includes, but is not limited to, sending out email, creating accounts, or posting 

messages or other online content (e.g. text, images, audio or video) in someone else's name 

as a joke.  

12. I will follow all guidelines set forth by the school and/or my teachers when publishing 

schoolwork online. I understand the Internet is a source for information that is both true 

and false; and that the School is not responsible for inaccurate information obtained from 

the Internet.  

13. I understand that the School administrators will deem what conduct is inappropriate use if 

such conduct is not specified in this agreement.   

14. I understand that I will not disclose my full name or any other personal contact information 

for any purpose.  Personal contact information includes address, telephone, or school 

address. 

15. I will not share or post personal contact information about other people. Personal contact 

information includes address, telephone, school address, or work address. 

16. I will not share or post privacy-revealing personal information about myself or other 

people. I am not permitted to agree to meet someone I have met online. 

17. I must tell my teacher or another School employee about any message I receive that is 

inappropriate or makes me feel uncomfortable.  I will not delete the message until 

instructed to do so by a staff member. 

18. I will immediately tell my teacher to notify the school administrator if my password is lost 

or stolen, or if I think someone has gained unauthorized access to my account. 

19. Users connecting to the School’s network shall release the School from any and all liability 

for any damage to devices that may or is alleged to have resulted from use of the School’s 

Network. The School shall not be responsible for a personally owned device becoming 

infected when connected to the School’s network or for a student’s exposure to 

inappropriate material when using a personally purchased broadband connection. 

CONSEQUENCES FOR VIOLATION OF THIS AGREEMENT:  

I understand and will abide by the above Acceptable Use Agreement. Should I commit a violation, 

I understand that consequences of my actions could include suspension of computer privileges and 

disciplinary actions according to NCCS’s established disciplinary procedures.  

Student Signature: __________________________________   Date ______________________ 

Student Name (Please Print) ___________________________________    Grade __________ 



 

 

Parent or Guardian: 

As the parent or guardian of this student, I have read the Acceptable Conduct and Use Agreement. 

I understand that computer access is provided for educational purposes in keeping with the 

academic goals of NCCS, and that student use for any other purpose is inappropriate. I recognize 

it is impossible for the School to restrict access to all controversial materials, and I will not hold 

the school responsible for materials acquired on the school network. I understand that children’s 

computer activities at home should be supervised as they can affect the academic environment at 

school. I hereby give permission for my child to use computer resources at NCCS, including web 

or internet based services provided by the school for student use. 

Parent or Guardian's Name (please print): 

__________________________________________________ 

Parent or Guardian's Signature: 

 __________________________________________________        Date _________________  

 

 



2950-POLICY ON PROTECTION OF STUDENT INFORMATION IN CONNECTION 

WITH ONLINE EDUCATIONAL SERVICES 

 

This is the Policy on Protection of Student Information in Connection with Online 

Educational Services of North County Charter School (the "School").  This policy is implemented 

to comply with the requirements of Rules 6A-1.0955(9) and 6A-1.09550, Florida Administrative 

Code, the Family Educational Rights and Privacy Act (“FERPA”), the Children’s Online Privacy 

Protection Act (“COPPA”), and other applicable laws.   

 

1. Definitions.  

a. “Applicable Laws” means FERPA, COPPA, 15 U.S.C. §§ 6501-6506, Section 

1002.22, Florida Statutes, all other applicable Florida Statutes, and all 

applicable administrative rules. 

b. “Education records” means records that are directly related to a student and that 

are maintained by the School as defined in 20 U.S.C. s. 1232g(a)(4). 

c. “Eligible student” means a student who has reached eighteen (18) years of age. 

d. “Online educational service” means computer software, mobile applications 

(apps), and web-based tools that students or parents are required to use and 

access through the internet and as part of a school activity or function. Examples 

include online services that students or parents use to access class readings, 

assignments, or videos, to view learning progression, or to complete 

assignments. This does not include online services that students or parents may 

use in their personal capacity or to online services that the School may use to 

which students or parents do not have access, such as a student information 

system. 

e. “Parent” includes parents or guardians of students who are or have been in 

attendance at the School. 

f. “Personally identifiable information” or “PII” means information that can be 

used to distinguish or trace a student’s identity either directly or indirectly 

through linkages with other information, as defined in 34 CFR §99.3. PII 

includes, but is not limited to, direct identifiers (such as a student’s or other 

family member’s name), indirect identifiers (such as a student’s date of birth, 

place of birth, or mother’s maiden name), and other personal identifiers (such 

as a student’s social security number or Florida Education Identifier (FLEID) 

number). PII also includes information that, alone or in combination, is linked 

or linkable to a specific student that would allow a reasonable person in the 

school community, who does not have personal knowledge of the relevant 

circumstances, to identify the student with reasonable certainty. 

g. “Student” means any individual who is or has been in attendance at the School 

and regarding whom the School maintains education records. 

h. “Third-party vendor” or “Third-party service provider” means any entity, 

whether public or private, that provides services to the School through a 

contract or agreement. The term does not include the Florida Department of 



Education, the Department’s contractors and subcontractors, or School Boards 

and School Districts. 

 

2. Purpose.  This policy is intended to protect the personally identifiable information 

(“PII”) of students when students are required to use online educational services, including to 

provide protections against potential misuse of PII, data mining, or targeting for marketing and 

other commercial purposes.   

 

3. Review of Online Educational Services.  All online educational services that 

students or their parents are required to use as part of school activities must be reviewed and 

approved as described herein, regardless of whether the online educational service is free, whether 

use of the online educational service is unique to specific classes and courses, or whether there is 

a written agreement governing student use.  The Principal or their designee must review each 

online educational service’s terms of service and privacy policy to ensure compliance with state 

and federal privacy laws, including the Applicable Laws, and the requirements set forth in this 

policy.  The Principal or designee must determine whether the online educational service provider 

will collect PII, how it will be used, when and how it will be destroyed, and the terms of re-

disclosure, if any. Under no circumstances may an online educational service be used if such a 

service will share or sell student PII for commercial purposes (including, but not limited to, 

targeted advertising) without providing parents a means to either consent or disapprove.  

 

4. Approval of Online Educational Service.  If a teacher or other employee at the 

School intends to utilize an online educational service as part of a school activity, they must first 

submit a request to the Principal or their designee for review and approval.  No online educational 

service may be utilized for any school activity unless it has been reviewed and approved.  Following 

the review described above, the Principal or their designee must approve or deny the use of the 

online educational service.  The Principal or designee reserves the right to deny the use of any 

online educational service for any reason, including if the online educational service is determined 

to have policies or practices that could lead to the misuse of student PII or violate the Applicable 

Laws.  The Principal or designee may also approve the use of an online educational service subject 

to parental consent, as described in more detail below.  The Principal or designee will maintain 

documentation related to the approval or denial of all online educational services.  Nothing herein 

is intended to supersede the authority of the Governing Board to approve the use of an online 

educational service to the extent such approval is required by any other policy of the School. 

 

5. Contracts and Agreements. All contracts or agreements executed by or on behalf 

of the School with a third-party vendor or a third-party service provider must protect the privacy 

of education records and student PII contained therein. Any agreement that provides for the 

disclosure or use of student PII must: 

 

a. Require compliance with FERPA, its implementing regulations, and Section 

1002.22, F.S. 



b. Where applicable, require compliance with COPPA, 15 U.S.C. ss. 6501-6506, 

and its implementing regulations. 

c. Where applicable, require vendors to ensure compliance with the Student 

Online Personal Information Protection Act, Section 1006.1494, F.S. 

d. Ensure that only the PII necessary for the service being provided will be 

disclosed to the third party; and 

e. Prohibit disclosure or re-disclosure of student PII unless the disclosure is 

authorized by FERPA, the disclosure is authorized by the School’s directory 

information policy, and the disclosure is authorized by written consent of an 

eligible student or parent. Consent must include, at a minimum, an explanation 

of who the PII would be disclosed to, how it would be used, and whether re-

disclosure is permitted. 

 

6. Parental Notification and Consent.  Parents must be notified in writing if student 

PII will be collected by an online educational service, including what PII will be collected, how it 

will be used, when and how it will be destroyed, and the terms of re-disclosure, if any.  This 

notification should be sent to parents at the beginning of the school year, or prior to students 

utilizing the online educational service if it is implemented after the start of the school year.  If 

during the review process or at any time thereafter it is determined that an online educational 

service will share or sell student PII for commercial purposes, school personnel shall be strictly 

prohibited from allowing students to utilize the online educational service in any school activity 

without having first obtained written parental consent.  

 

7. Notification.  For any online educational service that a student is required to use, 

the School will provide notice on its website of the PII information that may be collected, how it 

will be used, when it will be destroyed, and the terms of re-disclosure, if any. This notice will also 

include a link to the online educational service’s terms of service and privacy policy, if publicly 

available. For online educational services that students and parents are referred to as part of a 

school activity or function, but are not required to use, the School must provide notice to parents 

and eligible students if such online services have not been reviewed and approved in accordance 

with this Policy.  

 

Board Secretary Certificate 

 I hereby certify that the foregoing Policy on Protection of Student Information in 

Connection with Online Educational Services was adopted by a majority vote of a quorum of the 

Governing Board of Directors at a duly noticed meeting held on October 9, 2023. 

 

       ________________________________ 

       Board Secretary 

       _Mrs. Maria Smith___________________ 

       Printed Name 



North County Charter School, Inc.  

Board of Directors Regular Meeting  

Monday, October 9, 2023, @ 9:30AM (Board Room, Bldg. 5) 

AGENDA 
 

I.  Call to order/Attendance: President, Mrs. Simchick 

II.  Pledge of Allegiance/Invocation: Vice President, Mr.Tyson  

III.  Approve/Amend today’s agenda:   

IV. Citizen/Parent input/concerns:  

 

V. Consent Agenda:  

A. To approve minutes of September 11, 2023 Regular Meeting-Recommend Approval by 

Mrs. Simchick and Mr. Potter 

B. To approve minutes of September 21, 2023 Special Call Meeting (Audit)-Recommend 

Approval by Mrs. Simchick (Mr. Potter was not present) 

C. To approve minutes of September 28, 2023 Special Call Meeting (Audit)-Recommend 

Approval by Mrs. Simchick and Mr. Potter 

 

VI. Action Agenda:  

A. To authorize the Indian River Sheriff’s Department to install a device on the NCCS camera 

server, providing “Real-Time” access during critical incidents ONLY-Recommend Approval 

by Mr. Potter when a written agreement is made available, and is acceptable to the BOD 

B. To approve updated NCCS “Vision” and “Mission” statements-Recommend Approval by 

Mr. Potter and the NCCS Guiding Coalition Leadership Team (supports unanimously) 

C. To approve policy DRAFTS: 2950-On-Line Educational Services, 2625-Threat Management 

and 2650-Internet Safety-Recommend Approval by Mr. Potter 

D. To approve the Director-Principal’s Annual Performance Evaluation-Recommend Approval 

by Mrs. Simchick 

  

VII. Reports:   

A. Parent Involvement Committee: Mrs. Bryant  

B. Business & Finance Manager: Mrs. Bakos 

C. Director-Principal: Mr. Potter  

 

VIII. Board Member Matters:  None submitted in advance… 

 

IX. Adjournment:  



North County Charter School, Inc.  

Board of Directors Regular Meeting  

Monday, September 11, 2023, @ 6:00PM (Board Room, Bldg. 5) 

**DRAFT**MINUTES**DRAFT** 
**Note: A catered meal of Olive Garden salad, breadsticks and soup was served to members 

and special guests beginning at 5:30PM 

I.  Call to order/Attendance: President, Mrs. Simchick called the meeting to order at 

6:05PM. Also in attendance were: Mr. Tyson, Vice President, Mr. Wilson, Member, Mr. Prescott, 

Secretary, Mr. Cook, Treasurer, Mr. Potter, Principal-Director, Mrs. Irons, Assistant Principal, Mrs. 

Bakos, Business & Finance Manager 

II.  Pledge of Allegiance/Invocation: Vice President, Mr.Tyson led the group in the pledge 

and he provided an invocation 

III.  Approve/Amend today’s agenda:  Mr. Tyson made a motion to accept the agenda as 

written. Mr. Wilson seconded the motion. It passed unanimously, 5-0. 

IV. Citizen/Parent input/concerns: None shared. 

V. Special Recognitions (Past Board Members & Employees): President Mrs. Simchick, Mr. Potter 

and Mrs. Irons presented several recognitions to special guests present, including Claudette 

Pelletier for her past service to the BOD, Mrs. Trevino-Curtis for her assistance as Consulting 

Principal, and current employees, Mrs. Irons, Mrs. Smith, Mrs. Holton, Mrs. Bosheers and Mr. 

Watson for “stepping up” in difficult times to lead and ensure the success of the school.  

VI. Consent Agenda: Mr. Cook made a motion to approve the consent agenda, and Mr. Prescott 

seconded the motion. It passed unanimously, 5-0.  

A. Approve minutes of August 14, 2023 Regular Meeting-Recommended Approval by Mrs. 

Simchick and Mr. Potter 

B. Approve minutes of September 7, 2023 Special Call Meeting-Recommended Approval by 

Mrs. Simchick and Mr. Potter 

C. Approve Teacher Out of Field (OOF) Notification List/Letter for Fall, 2023-Recommended 

Approval by Mr. Potter 

 

VII. Action Agenda:  

A. To Authorize the Dedication of Building 5 (NCCS’s Administrative & VPK Complex) to Mr. 

Ken Miller and Mrs. Dorie Miller, With Date and Time of Ceremony to Be Determined-

Recommended Approval by Mrs. Simchick and Mr. Potter. Mr. Tyson made a motion to 

approve and it and authorize payment for the dedication wall plaque.  Motion was 

seconded by Mr. Cook. Motion passed unanimously, 5-0. 

B. Approve Recommendation to Add 3 Additional Paid Personal/Sick Days for Teachers 

(Total to be 8 for 23-24 SY) and Allow Annual Payout of Unused Time to All Employees, or 

an Accrual Option Not to Exceed 20 Days Aggregate-Recommended Approval by Mr. 

Potter. Mr. Prescott made a motion to approve, and Mr. Tyson seconded the motion. 

Motion passed unanimously, 5-0. 

C. Policy DRAFTS: On-Line Educational Services, Threat Management and Internet Safety-

These are all new, and required by Florida law. First Reading of each recommended by Mr. 

Potter with approval scheduled for October. No action taken tonight. Mr. Potter 

summarized each quickly for the BOD.  



  

VIII. Reports:   

A. Parent Involvement Committee: Mrs. Bryant reported that Grandparent’s Day was a huge 

success, with over 100 attending! She also shared information on the up-coming Read-A-

Thon and the Title 1 Annual Parent Night planned for September 26th. Last, she shared that 

the PIC was planning to help enter a float in the annual Sebastian HS Homecoming Parade 

in October.  

B. Business & Finance Manager Report: Mrs. Bakos reported that July financials were not in 

yet, as she has been focusing on the audit prep, primarily. Sweep account application was 

present at the table, and was signed by all approved signers and the Board President so 

that she could submit it to Seacoast Bank for the purpose of protecting all financial assets 

under FDIC. 

C. Principal/Director Report: Mr. Potter did not share additional information this evening. 

He stated that he was working on a fall student performance data report to be provided at 

the October meeting, and that initial indications of student performance were encouraging. 

 

IX. Board Member Matters:   

A. Mr. Potter’s Annual Review Update:  Mrs. Simchick reminded remaining members to meet 

with Mr. Potter to share input, and then drop off their score sheets with Mrs. Smith. Mrs. 

Simchick would then collect them, collate them and meet with Mr. Potter to schedule an 

agenda item for the October meeting to approve the annual evaluation. 

 

X. Adjournment: The meeting adjourned at 7:23PM 



North County Charter School, Inc.  

Board of Directors Special Called Meeting  

Thursday, September 21st 2023, @ 3:30PM (Board Room, Bldg. 5) 

**DRAFT-MINUTES-DRAFT** 
I.  Call to order/Attendance: President, Mrs. Simchick called the meeting to order at 3:30PM.              

     In attendance was also: Mr. Tyson, Vice President; Mr. Wilson, Member; Mr. Prescott,             

 Secretary; Mrs. Irons Assistant Principal; Mrs. Bakos, Business & Finance Manager. 

II.  Pledge of Allegiance/Invocation: Mr. Tyson led the group in the pledge and invocation. 

III.  Approve/Amend today’s agenda:  None made. 

IV. Citizen/Parent input/concerns: None shared. 

V. Action Agenda:  

A. Approval of the Audit was postponed due to Mrs. Bakos receipt of an email from 

McCrady & Associates stating they did not have the audit ready.  They anticipated 

completion on September 25 2023. 

B. It was decided to reschedule the Special call meeting to September 26, 2023 at 

9:00AM. 

VI. Adjournment: The meeting adjourned at 3:51PM. 



North County Charter School, Inc.  

Board of Directors Special Called Meeting  

Thursday, September 28, 2023, @ 9:30AM (Board Room, Bldg. 5) 

**DRAFT-MINUTES-DRAFT** 
 

I. Call to order/Attendance: President, Mrs. Simchick called the meeting to order at 9:30AM.       

In attendance were: Mr. Tyson, Vice President; Mr. Wilson, Member; Mr. Prescott,             

Secretary; Mr. Potter, Director-Principal, Mrs. Irons Assistant Principal and Mrs. Bakos, Business 

& Finance Manager. Mr. Cook, Treasurer was excused from the meeting due to a work conflict. 

 

  II. Pledge of Allegiance/Invocation: Mr. Tyson led the group in the pledge and invocation. 

 

III. Approve/Amend today’s agenda:  No changes made. Mr. Tyson motioned to accept the 

agenda. Mr. Wilson seconded the motion. Motion passed unanimously, 4-0. 

 

IV. Citizen/Parent input/concerns: None shared. 

 

V. Action Agenda: Following a presentation by Ms. Tracy McCrady of McCrady & Associates, 

Mr. Tyson made a motion to accept the audit report as written. Mr. Wilson seconded the 

motion. The motion passed unanimously, 4-0. 

 

VI. Adjournment: The meeting adjourned at 10:35AM. 
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